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Abstract of the contribution: Introduces a new Key issue: IMEI check in case of emergency sessions
1
Discussion

TS 23.401 clause 5.3.2.1, specifies in step 5b: 

" The MME may send the ME Identity Check Request (ME Identity, IMSI) to the EIR. The EIR shall respond with ME Identity Check Ack (Result). Dependent upon the Result, the MME decides whether to continue with this Attach procedure or to reject the UE.

For an Emergency Attach, the IMEI check to the EIR may be performed. If the IMEI is blocked, operator policies determine whether the Emergency Attach procedure continues or is stopped."
Thus in case of an emergency session over WLAN, operator policies may require to perform an IMEI check as well as may control whether to accept emergency sessions issued by e.g. potentially stolen devices.
2
Proposal

It is proposed to modify TR 23.771 as follows…(All text is NEW)
5.X
Key issue X: IMEI check
The key issue is to study, for both cases of TWAN and Untrusted WLAN access, how to carry out the IMEI check in case of emergency services. This includes how to support Local policies controlling whether in case of emergency services an IMEI check needs to be performed and whether the Emergency procedure continues or is stopped in case of black-listed or grey-listed ME (Mobile Equipment).
This applies to non roaming and to roaming scenarios.
This key issue applies to SEW phase 2.
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